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Don't Be the Office
Phish Fingers!

Avoid phishing by watching for
urgent tones, unfamiliar senders,
poor grammar and suspicious links.
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Prevent Phishing attacks by avoiding suspicious links, verifying sender
identities, enabling multi-factor authentication, updating software, and
educating users regularly.
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FAKE REAL?

To heip keep your account safe We've blocked
access 10 your inbox, contacts list and calendar

From: j
. Sent: 16/01/2023 11:44
To: Bob h <Bob.Smith@company.com> To: Bob Smith <Bob. Smith@company.com>
m- ction Needed! Subject: Unusual Sign In Activity
Urgent
ﬂl Outlook @4 Outlook
. email accour';t’? : Microseh Acoount
Z Verify your .| Verify your account
. We detected some unusual activity abo We detected some unusual activity about a
_.' recent sign in for your Microsoht acce m : recent sign in for your Microsoft account
&' mghtbe signing in rom a new location app or bo*™**"@company.com. you might be signing
S .

for that sign in. Please review your recent

: Mﬂﬂihﬂymmmm y activity and well help you secure your account.
 Toregain access you'll need 1o confirm that the " To regain access you'll need to confirm that the
Thanks, NEtp ™ jiive Thanks.

The Micrasoft Team The Microsolt Team



http://wiki.lalco.la/uploads/images/gallery/2024-12/Bx5image.png

Revision #10
Created 24 December 2024 07:53:37 by Admin
Updated 24 December 2024 08:47:31 by Admin



